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The Purpose of setting campus Internet is to support researching and teaching activities which hold 

by teachers and students of Chung Yuan Christian University (“CYCU”), also create a platform for 

sharing resources to inner and outer campus, and make chances with each other for cooperation. 

The Rules for Internet Utilization of Chung Yuan Christian University (“The Rules”) regulates 

about cyber utilization of CYCU. If data transmission crosses to other networks, those who use 

Internet shall follow the rules which manage the Internet. 

Article 1 Users must follow the Taiwan Academic Network Management and Norms which formulated by the 

Ministry of Education (“the MOE”) and Managing Regulations for Computer and Network Resource of 

CYCU (“the Regulations”). 

Article 2 Carrying apocryphal information are strictly forbidden. 

Article 3 Sending threatening, obscene, offensive, or information that violates intellectual property rights and 

personal data protection laws are strictly forbidden. 

Article 4 To conserve Internet bandwidth, sending tremendous of spam or similar information and other behaviors 

that affect normal operation of CYCU network system are strictly forbidden. 

Article 5 For the behaviors which aren’t relative to teaching and researching, the Office of Information and 

Technology ("the OIT") may impose restrictions. 

Article 6 To avoid effects with teaching and researching, setting up servers on one’s own without permission is not 

allowed. 

Article 7 The network flow in campus (sum of outgoing and incoming traffic) for each computer (IP) is limited. For 

students is up to 30GBytes per day；for faculties and staffs is up to 80GBytes per day；for servers is up to 

100GBytes per day；for those who with special requirements may make an application to the OIT through 

“The OIT Working Tickets Applying System”. If the user pass over the limit per day, the OIT may impose 

restrictions to halt network connection. The user who violates repeated, the OIT will send an E-mail 

notification to unit director with a reminding purpose about conserving Internet utilization. However, the 

unit director shall reply an E-mail to the OIT about now going situation. 

Article 8 Servers set up by each unit (WWW, FTP, BBS, etc.) shall comply with the Regulations. 



Article 9 The OIT may restrict or temporarily halt the Internet of units or users if they violate the cases below: 

1. Violated relevant government laws or these rules. 

2. Involved in national security. 

3. Cooperate with judicial investigation. 

4. Prevent improper or illegal activities spreading out and continuing. 

5. Update, relocate network equipment, test, maintain, or inspect the network and relative systems. 

6. Unexpected reasons which have a necessary with disconnect the Internet to resolve impediment. 

Article 10 The Rules is passed by the Information Development Committee meeting；promulgated and implemented 

by the President, the amendment does as well. 


